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1. Introduction Writing and reviewing the e-safety policy

The e-Safety Policy relates to other policies including those for computing, bullying, behaviour and,
mewmpiwwbgzctwadzrs, mmm&mmmmg/thzgg&woﬁﬂu&pdw There is
alsua,deswuted,hngovemor‘ﬁarE sa}ebg(se@So}@guardu’t@Po@) Thedesgnabed,su}eguardmg,
understanding the filtering and monitoring systems and processes in place).

It is the duty of the school to enswre that every child in our care is safe, and the same principles
should apply to the ‘virtual' or ‘digital’ world as would be applied to the school's physical buildings.

This Policy document is drawn up to protect all parties: the pupils, the staff and the school and aims
infri

2.  Why Intemet use is important

The Internet is an essential element in 21st century, life for education, business and social interactior.
The school has o duty to provide students with quality Internet access as part of their leaning
experience. Internet use is a part of the statutory curriculum and a necessary tool for staff and pupils.
It is used to ruise the standards of education, support professional work of staff and enhance the
Cuwrrent and emerging Intemet and online technologies used in school and, more importantly in many
cases, used outside af school by, children include:

*  The Internet - World Wide Weh

*  E-mail

+  Instant messaging (often using simple weh cams) e.g. Instant Messenger)
Weh hased voice and video calling (e.g. Skype, facetime)

*  Online chat rooms

*  Online discussion forums

*  Social networking sites and apps(e.g. Facehook, Whatsapp, Snapchat)

*  Blogs and Micro-blogs (e.g. Twitter)

*  Podcasting (radio / audio broadcasts downloaded to devices)

*  Video broudcasting sites (e.g. You Tube)

*  Music and video downloading (e.g. iTunes)

*  Motile phones with camera and, video functionality

*  Smart phones with e-mail, messaging, apps and intermet access

Our whole school approuch to the safe use of ICT

KCSIE groups online safety risks into 4 areas, content, contact, conduct and commerce:

Content is anything posted online - it might be words or it could he images and video. Children and

young people may see illegal, inappropriate or harmful content when online. This includes things like
hy, fal racism, mi , self-} . suicide, anti-Semitism, radicalisation and

extremism.

This includes things like peer-to-peer presswre or seeing inappropriate commercial advertising.



Sometimes adults pose as children or young adults with the intention of grooming or exploiting a child
or young person for sexual, aiminal, financial or other purposes.

Conduct means the way people behave online. Some online hehaviour can increase the likelihood, or
even cause, harm - for example, online bullying. Conduct also includes things like sharing or receiving

Comumerce is about the risk from things like online gamhbling, inappropriate advertising, phishing or

Jinancial scams. Children and young people may he exposed to these risks directly. Schools should,
also consider how the risk from commerce applies to staff.

The 4c's of online safety provide schools with a framework to recognise and manage risk. At
Woodlands, Computing Subject leaders work with DSLs and the Local Authority Safeguarding Team to
produce a risk assessment, annually, to protect children and respond appropriately to concerns around,
these 4 areas.

Creating a safe ICT learning enwironment includes three main elements at this school:

An effective range of technological tools;
E-Safety teaching is emhedded into the school curriculum and schemes of work

3. Roles and Responsihilities
E-Safety is recognised as an essential aspect of strutegic leadership in this school and the Head, with
the support of Governors and DSL's, aims to emhed safe practices into the culture of the school.

Leadership team

The senior leadership team enswres that the Policy is implemented across the school via the usual
school monitoring procedures, including pupil voice. The SLT have a duty of care for ensuring the
safety (including e-safety) of members of the school community, they are aware of the procedures
to be followed in the event of a serious e-safety allegation being made against a memher of staff.

Governors
The School Governing hody is responsible for overseeing and reviewing all school policies, including
the e-Safety Policy.

E-Safety, Coordinator / Officers:

The school has appointed Designated Safeguarding Leads encompassed within this role is a day-to-
day responsibility for e-safety. This role includes:

e-safety policies / documents

enswring that all staff are aware of the procedures that need to- be followed in the event af an e~
liaising with the Local Authority, / relevant hody,

receiving reports of e-safety incidents and creates a log of incidents to inform future e-safety
developments, (Examples of suitable log sheets may be found later in this document).



attending relevant meeting / committee of Governors / Directors
reporting regularly to Senior Leadership Team

Nebwork Manager / Technical staff:
Woodlands utilise Telford and Wrekin ICT support to ensure:

that the school's technical infrustructure is secwre and is not open to- misuse or malicious
attack

that the school meets required e-safety technical requirements and any Local Authority / other
relevant hody, E-Safety, Policy / Guidance that may, apply.
MM&WUWWWWMM@WW@WWWW
tfwﬂ.lw"mg/pﬂhug, (if it has one), is applied and updated on a regular basis and that its
implementation is not the sole responsibility of any single person

that they keep up to date with e-safety technical information in order to effectively carry out
that the use of the nebwork / internet / Virtual Learning Environment / remote access / email is
regularly monitored in order that any misuse / attempted misuse can he reported to the
Headteacher for investigation / action / sanction

that monitoring software / systems are implemented and updated as agreed in schoot /

Schootl, Stag}

All teachers are responsible for promoting and supporting safe behaviowrs in their classrooms and,
Jollowing school e-Safety proceduwres. Centrul to this is fostering a ‘No Blame' culture so pupils feel
able to report any bullying, abuse or inappropriate materials.

Staff ensure they are familiar with the school e-Safety policy, and ask for clarification where needed.
Class teachers enswre that pupils are awware of the e-Safety rules, introducing them at the heginning
af each new school year and embedding them throughout the daily cwriculum. Al staff are
responsible for enswring that:

they have an up-to-date awareness of e-safety matters and of the cwrrent school / academy e
safety policy and practices

they have read, understood and signed the Staff Acceptable Use Policy

they report any suspected misuse or problem to the Headteacher/SLT for investigation / action
/ sanction

all digital communications with students / pupils / parents / carers should he on a professional
students / pupils understand and follow the e-safety and acceptable use policies

students / pupd&hawaguvdwdmtwﬁmgoj&mswrdus]uﬂ&andﬂwnwdwmplagmmm

they monitor the use of digital technologies, mohile devices, camerus etc in lessons and other

school activities (where allowed) and implement current policies with regard to these devices
in lessons where internet use is pre-planned, students / pupils should be guided to sites checked,
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that is found in internet searches

Pupils

Pupils are expected to take an active part in planned lessons and activities to support their
understanding and, confidence in dealing with e-Safety issues, hoth at home and school.

They are asked to agree to a set of guidelines and rules covering their responsibilities when using ICT
at school and sign to say they accept these.

Parents

If a safety, issue has arisen with a particular group of children or year group, then communication is
made with the relevant parents. Woodlands also share e-safety top tips/help leaflets via the school
wehsite and Class Dgjo platform. Parents and carers will be encournged to support the school in
promoting good e-safety pructice and to follow guidelines on the appropriate use of:

digital and video images taken at school events
access to parents’ sections of the wehbsite / VLE and on-line student / pupil records
their children's personal devices in the school (where this is allowed)

4. Intermet Use & Management

Within Telford and Wrekin, ‘Senso’ monitoring software is used throughout the authority and runs
bhehind every software application. All users must read and sign the ‘Acceptable ICT Use Agreement
hefore using any school ICT resource. The softwure is designed to protect users and will alert the
Headteacher and School Business Manager of any potential breaches of the internet use policy which
are then investigated and appropriate action is undertaken. (Screenshots are taken by the sofoware at
any instance of violation to allow easy tracking of the site/words used/user and computer involved).

The school will take all reasonable precautions to enswre that users access only appropriate material.
However, due to the intermational scale and linked natwre of Internet content, it is not possible to
guarantee that unsuitable material will never appear on a school computer. Neither the school nor TAW
can accept liahility for the material accessed, or any consequences af Internet access.

Pupils will be taught what Internet use is acceptable and what is not and given clear ohjectives for
Internet use. They will be educated in the effective use of the Internet in research, including the skills
af knowledge location, retrieval and evaluation. The school will ensure that the use of Internet derived,
CLCCUITLCAY.

At Key Stage 1, access to the Internet will be by adult demonstration with occasional directly
supervised access to specific, approved on-line materials. At Key stage 2 children accessing the
5. E-safety Education

Users are informed that network and Internet use is monitored and traced to the individual user. E-
safety resources are used within school to teach children, across all key stages safe use of the internet
that is appropriate to their ahility and year group. These resowrces a regularly updated, as the Internet
and use of the Intemet is constantly evolving. Woodlands uses a range of materials including the
CE-OP wehsite which includes o series of child-friendly lessons specifically catered to and
differentiated for each Key Stage/Yewr group to teach them abhout all elements of e-safety. Integrated
into this is an annual safer intermet day (February) dedicated to educating the children around the
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dangers swrounding intemet/digital device use. This comprises of key stage assemblies (age-related)
and is followed up by lessons to reinforce the messages. Other assemblies dedicated to e-safety are
taught throughout the year, often by the Safeguarding Champions team.

Teachers follow objectives for their year group which have heen outlined in the ‘Educating for a
Connected  World  (https://www.gov.uk/government/publications/education-for-a-connected~
world) Government document. The ohjectives can be met through e-safety lessons, safer intermet
ctwg, Share Aware week, HM@LWW@%MWU}@L@S&M At our school e-safety, is

6. Using the Intemet for leaming

The Internet is now an invaluable resource for learning for all our pupils, and we use it across the
cwriculum both for researching information and a sowrce of digital learning materials.

Using the Internet for learning is now a part of the Computing Curriculuwm. We teach all of our pupils
how to find appropriate information on the Internet, and how to enswre as far as possible that they,

Children are taught how to use search engines and how to evaluate Internet-based information
as part of the ICT cwrriculum, and in other curriculum areas where necessary.

They are taught how to recognise the difference hetween commercial and non-commercial weh
sites, and how to investigate the possible authors of webh-hased materials.

materials such as books, films and music, and that this must be taken into consideration when
using them.

7. Teaching safe use of the Internet and ICT

We understand that it is crucial to teach pupils how to use the Intermet safely, both at school and, at
home, and we use the Kidsmart safety code to support our teaching in this area: Kidsmart has heen
developed, by the Childnet charity, and is endorsed, by the DPES http://www:.kidsmart.org.uk

The main aspects of this approach include the following, five SMART tips:

*  Safe - Staying safe involves being careful and not giving out your name, address, mohile phone
no., school name or password to people online...
Meeting someone you meet in cyberspace can he dangerous. Only do so with your

*  Accepting e-muails or opening files from people you don't really know or trust can get yow into
trouble - they may contain viruses or nasty messages...
Remember someone online may be lying and not be who they say they are. If you feel
uncomfortable when chatting or messaging end the conversation...

*  Tell your parent or carer iff someone or something makes yow feel uncomfortable or worried...

Suitable material
We encowruge pupils to see the Intermet as a rich and challenging resource, but we also recognise
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cwrricuwlum, and staff always check the suitahbility of wehbsites before suggesting them to children, or
using them in teaching.

Non-Education materials

We helieve it is better to- support children in finding their woy around, the Internet with guidance and
positive role modelling rather than restrict Intemet use to strict cwrriculum based, research. As well as
Internet material directly related to the cwrriculum, we encowruge children to visit appropriate
There is a selection of links to such resources avuilable from on the school website, and in the shared

Unsuitable material

Despite the hest efforts of the LA and school staff, occasionally pupils may come cross something on
suchw experiences directly to an adult at the time they occur, so that action can be taken.

The action will include:

Making o note of the wehsite and any other wehsites linked to- it.
Informing the ICT Administrator

Loaging the incid

Discussion with the pupil (and their parent) ahout the incident, and how to- avoid similar
experiences in future.

PwbdE

8. E-mail

E-Mail is a valuable and stimulating method of communication that plays an important role in many,
aspects of our lives today. We helieve it is important that our pupils understand the role of e-mail,
Pupils are taught not to reveal personal details of themselves or others in e-mail communication, or
arrange to meet anyone without specific permission. They are encouruged to immediately tell a

ALl children in school have access to their own Purple Mash account, where they can send and receive
emails. This is controlled by their class teacher to enswre no inappropriate messages are sent.

9. Intermet-enahled mohile phones and handheld devices
More and more young people have access to sophisticated new internet-enahbled devices such as
SMART mohile phones, tahlets and games consoles.

It is important that whilst the school recognises the potential advantages these devices can offer,
there are clear and enforceable rules for their use in school, particularly when they give access to the

Internet, and allow pictures and information to- be remotely posted, to- a wehbsite or wehlog.

Pupils are not allowed to have personal mohile phones or other similar devices in school. Parents



may request that such devices are kept at the School Office for pupils who may need them on their
jourmney to and from school.

Jrom the internet. However, staff, parents / carers and students / pupils need to he aware of the
may, cause harm or emharrassment to individuals in the short or longer term. It is common for
employers to carry out intemet searches for information about potential and existing employees.
The school will inform and educate users about these risks and will implement policies to reduce the

likelihood, of. the potential for harm:

with the taking, use, sharing, publication and distribution of images. In particular they should
recognise the risks attached to publishing their own images on the intermet e.g. on social
In accordance with guidance from the Information Commissioner's Office, parents / carers are
personal use (as such use in not covered by the Data Protection Act). To respect everyones
avuilable on social nebworking sites, nor should parents / carers comment on any activities
Staff and volunteers are allowed to take digital / video images to support educational aims, but
Those images should only be taken on school equipment, the personal equipment of staff should
Care should be taken when taking digital / video images that students / pupils are appropriately
disrepute.

Children must not take, use, share, publish or distribute images of others without their
permission

Photogmpjwpuhlished,onthzwebsita orelswhandwthwumswdznt&/pupil&wmm
Pupils’ full names will not be used anywhere on a wehbsite or blog, pw‘uauarhg;massouatwn
with photogruphs.

Written permission from parents or carers will be obtained before photogruphs of students /

pupils are published on the school wehsite (may be covered as part of the AUA signed by parents
or carers at the start of the year - see Parents / Carers Acceptable Use Agreement in the appendix)
Pupil's work can only be published with the permission of the student / pupil and parents or
carers.

Data Protection

Personal data will be recorded, processed, trunsferred and made avuilable according to the Data
Protection Act 1998 which states that personal data must be:

Processed for limited purposes
Adequate, relevant and not excessive



Accwrate

Kept no longer than is necessary,

Processed, in accordance with the data subject's rights
Secure

Only transferred to others with adequate protection.

Following a number of “high profile’ losses of personal data by public organisations, schools are
likely to- be suhject to- greater scrutiny in their care and use of personal data. Woodlands ensures that:

It will hold the minimum personal data necessary to enable it tor perform its function and, it will
Every effort will be made to ensure that data held, is accurate, up to date and that inaccuracies
are corrected without unnecessary delay.

All personal data will be fairly obtained in accordance with the “Privacy Notice” and, lawgfully
processed, in accordance with the “Conditions for Processing’. (See Privacy Notice section in
the appendix)

It has a Data Protection Policy

It is registered as a Data Controller for the purposes of the Data Protection Act (DPA)

Risk assessments are carried out

It has clear and understood arrangements for the security, storage and transfer of personal data
There is a policy for reporting, logging, managing and recovering from information risk incidents
There are clear Data Protection clauses in all contracts where personal data may he passed to
third parties

There are clear policies about the use of cloud storage / cloud computing which ensure that
such data storage meets the requirements laid down by the Information Commissioner's Office.

Staff must enswre that they:

At all times take care to ensure the safe keeping of personal data, minimising the risk of its loss
(J"%me- data only on secure password, protected computers and other devices, ensuring
data.

Transfer data using encryption and secure password, protected, devices.

When personal data is stored on any, portable computer system, memory, stick or any, other removable
media:

the device must he password protected (many memory sticks / cards and other mohile devices

cannot be password protected)
the data must be securely deleted from the device, in line with school policy (below) once it has
heen transferred or its use is complete

Published content and the school weh site

The contact details on the Web site are the school address, e-mail and telephone number. Staff or
pupils’ personal information is not published, however each class group have a Class Dajo in which



the parents can email for communication with the teachers and teaching assistants. The headteacher
will take overall editorial responsibility and ensure that content is accuwrate and appropriate.

10. Publishing pupil’'s images and work
the school Weh site. A log is kept of children who we do not have permission to use their photographs
and this log is updated regularly. Pupils’ full names will not he used anywhere on the Web site or

11. Sotial networking and personal publishing

The school will block/filter access to sotial networking sites. Pupils will be advised never to give out
personal details of any kind that may identify them or their location whilst on the internet at school
or home. Pupils and parents will be advised that the use of sotial network spaces outside school is
inappropriate for primary aged pupils. The Woodlands Safeguarding Team support obtaining pupil
Urusmg,wauanNUrkmg/m Thesdwotpmv@e&dwﬁcﬂowmg,measwe&wensmrwsunaua
personal information:

Training to include acceptable use; social media risks; checking of settings; data protection;
Clear reporting guidance, including responsihbilities, procedwres and sanctions

Risk assessment, including legal risk

School staff should ensure that:

No reference should he made in social media to students / pupils, parents / carers or school
stafp

They do not engage in online discussion on personal matters relating to members of the
school community,

Personal opinions should not he attributed to the school /academy or local authority

Manaai ina technologi

Emerging technologies are examined by Telford and Wrekin ICT support for educational benefit and,
a risk assessment will be carried out before use in school is allowed.

12. Protecting personal data
Personal data will be recorded, processed, trunsferred and made avuilable according to the Data
Protection Act 2018.

All pupils are aware for the rules of using the intemet safely and appropriately. Where a pupil is
Jound to be using the intemet inappropriately, then sanctions will be applied according to the
nature of the incident:

Unsuitable material (e.g. online games, celebrity pictures, music downlouds, sport websites etc)
Initial warning from class teacher
Banning from out of school howrs Intermet facilities
Report to Headteacher
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*  Letter to parent/carer

Offensive material (e.g. pornographic images, rucist, sexist or hate wehsite or images etc.)
*  Incident logged and reported to Head teacher

+  Initial letter to parent/carer

*  Removul of Internet privileges/usermame etc.

*  Meeting with Parent/Carer to re-sign the home-school agreement

*  Removul of Out of School Hours access to Internet

13. Handling e-safety complaints

Complaints af Internet misuse will be dealt with by a senior member of staff. Any complaint about
staff misuse must be referred to the Headteacher. Complaints of a child protection nature must he
Whilst it is the duty of the school to ensure that every child in our care is safe, the intermational scale
means it is not possible to- guarantee that unsuitable material will never appecr on a school computer
or mohile device. Neither the school nor the Local Authority can accept liahility for material accessed,
or any conseguences as a result of accessing the Internet.

14. Use of the Internet and ICT resources by, school staff The Internet

Our school understands that the Internet is a valuable resowrce for school staff. It provides a wealth
of resources, teaching materials and information that teachers can use across the cwriculum. It
allows staff to share resowrces with other schools, and to engage in dehate and, discussion.

We are committed to encowrnging and supporting our school staff to- make the best use af the Internet

Internet Avuilability
To enable staff to- make full use of these important resources, the Intemet is available in school to-all

staff for professional use. The school also provides o T&W user account that gives further access to
specific resowrces, online tools and email.

ICT Equipment and Resources
Th@sdwotalsuoﬂussmﬂ&mwappmmeCTeqmpmenbandmsmm including
recorders, wnUotanddamwggmg,ecuupmzntandwmngzoj&pmyessmeandamwwm
sqfoware,

Professional use

Staff are expected to model appropriate ICT and Internet use at all times. This supports our
commitment to encowruging safe and appropriate ICT and Intemet use by our pupils hoth in school
and at home.

Staff are also careful to consider inclusion and equalities issues when using ICT and the Internet,
and to provide pupils with appropriate models to support the school Inclusion and Equal

Staff who need support or CPD in using ICT as part of their professional pructice can ask for support
Jrom the computing Co-ordinator or the school's Technology support.
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Personal use of the Intemet and ICT resources

Some equipment (including laptops) is avuilable for loun to staff, with permission from the
Headteacher. The appropriate forms and agreements must be signed.

However, all staff must be aware of the school policy on using school Intemet and ICT resources for
personal use.

E-mail

We recognise that e-mail is a useful and, efficient professional communication tool. To facilitate this,
staff memhers will be given a school e-mail address and we ask staff to use it for all professional

Staff are reminded that using this e-mail address means that they are representing the school, and

E-mail accounts provided by the school may sometimes need to he accessed, although personal

We realise that a growing numher of educationalists and education groups use discussion groups,

resowrces.

TMW@WWWmMMWwW&MWM
Messages.

Sotial Networking,

networking tools and how it relates to the professional life of school staff is covered in Staff
Professional Conduct expectations and agreements. As with discussion groups, staff are reminded

Data Protection and Copyright
The school has data protection policy in place — please see separate documentation for more details.

Staff are aware gf this policy, and how it relates to Intermet and ICT use, in particulor with regard
to pupil data and photogruphs, and follow the guidelines as necessary.

Staff understand that there are complex copyright issues around many online resources and materials,
materials. They also support pupils to do the same.

Supporting Flow Chart diagrams:
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Unsuitable Materials
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a_l M Flowchart relating to an e-safety incident — staff as victims E
——

st v & Panuscn rarnguTeet /All . A oy
Record in the school safeguarding or e-safety incident log
. Wmmmmbmuw
* Keep any and shots as appropriate (do not resend)
cmmmmcmammmmm ident to the G abody: e b

@nw
Follow appropriate steps below:
Contact schools HR for initial advice and/or
contact the Local Authority Designated Officer
Follow appropriate steps below: (LADO) Claire Winter
Contact the person and invite into I all serious cases this is the first @"m \
school and discuss using some of the ep. Follow appropriate steps below:
examples below: If the case is not serious then contact the member A
of staff and request the offending material be * idantily the puplls involved,
* You have become aware of removed immediately. * Ask pupil to remove offensive
discussions taking place online .. material. Refer to the signed
« You want to discuss this ... Refer to the signed ICT Acceptable Use Accepishis U Agreamer,
« You have an open door policy so Agr Professional Code of Conduct and ‘::"r P ::ls ""3
disappointed they did not approach if this has an impact on the materiai under 13 contact
you first.... k of Emol of the of staff. ::mmm“m
* Aomml DY L Sone ::iﬂy'uml e « Take appropriate actions in line with
/WMMWMW \ A if
Request the offending material be 3 « Inf par i
removed. TW(.UMWW and Information Management persistent incident
eam
If this does not solve the problem Schools HR For seri further advi
consider involving Chair School Governance inform your local Police Neighbourhood
e o Avon and Somerset Police Team.
mm«cmoleovarmmmwmd If the child is at risk talk to your school
You may also wish to send a letter to Child Protection Officer who may

th i 1 mmawmwmwmm decide to contact the LADO.

Flowchart relating to an illegal e-safety incident

sisring & rdoator morngerent

Following an incident the e-safety coordinator and/or
Head teacher will need to decide quickly if the incident involved any
illegal activity.

. —

eguarding or family connect

Inform P 198

and the ICTHeIpdeslt

01823 355200 or 01823 355090

Follow the advice given by the

Police otherwise:

+ Confiscate any laptop or other
device

Follow the next flowchart
relating to inappropriate
. incidents.
= |f related to school network
disable user account (ICT
helpdesk as above can help with
this)
+* Save ALL evidence but DO NOT
view or copy. Let the Police
review the evidence.

N Y, ' o
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a_l M Flowchart relating to an e-safety incident — pupil as victim

*bTang & FRETORT Serage N

wmmmmﬂmmmmm.

%

* Class teacher
« Safeguarding/Esafety coordinator
« Senior leader or Headteacher
.= School Child Protection Officer
y y v v
Inappropriate image viewed contribution to contribution to a Child safety concern about a
by child(ren) a school's webpage or forum school’'s webpage or contribution to a school's
online webpage or forum
y y
KTumoﬁmom. \ KTmamenshmd\ «Take a screen shot of Link to action on
« Isolate computer. contribution including eotmmonmmme inappropriate incident
look. contributor. *Delete (or ask child to
* Provide appropriate *Delete (or ask child to delete) contribution.
opportunity for delete) contribution. « Take action according to
child(ren) to talk about *Discuss contribution the school's bullying
what they have seen. with child(ren) involved policy.
(or whole class) as
(see inappropriate appropriate.
K content poster) / *Warning given to
child(ren) or sanctions.
\Wawiah)

a_l M Flowchart relating to an inappropriate e-safety incident

absuring & rdmaen marngemert

L

The

safeguarding/e-safety coordinator and/or Head teacher should:
Record in the school safeguarding or e-safety incident log and keep any evidence

/nmﬂ:arufstaﬂlm

+ Behaved in a way that has, or
may have harmed a child,

* Possibly committed a criminal
offence,

+ Behaved towards a child in a way
which indicates s/he is unsuitable
to work with children.

Review evidence and determine if

the incident is accidental or

delibarate.

Decide upon the appropriate course

of action.

Follow school disciplinary
\pmudum (if deliberate) and

contact school Human Resources /

N

Yes

Was the pupil
Pupil as the victim or the
victim instigator?

Users must know to switch off their monitor, or close laptop if they find something unpleasant
or frightening and then talk to 2 member of staff and/or the e-safety co-ordinator.
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